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#### Abstract

The performance of the next-generation wireless networks is targeted to support various applications such as voice, data, and multimedia over networks etc. For these applications, providing quality of service is an important objective in the design of the next-generation wireless networks because of the dynamicity of the data transferred. It is important to consider the measurement and analysis of internet traffic in order to avoid the problems that could occur such as loss of data and reduced rate of transmission of the data as the data transferred is of different size, format and the protocol used for the transfer of the data varies from application to application. The main objective of this paper is to review the flexible traffic measuring and analysis tools and the various issues and techniques in provisioning QoS for wireless networks by handling the dynamicity of the data transfer characteristics with respect to some of the recent researches in subareas like network services modeling, traffic specification, packet scheduling for wireless transmission, call admission control in wireless networks and wireless channel characterization. For each sub-area, the survey is carried out and the corresponding issues and the techniques adopted for addressing the particular issues, review of major approaches and mechanisms, and the trade-offs of the approaches carried out earlier are discussed. Keywords:


Traffic Management, Traffic analysis, Flexibility, Network Monitoring, Data transferring rate, Scheduling.

## I Introduction:

In order to maintain the network system stability and availability to support various applications such as voice, data, and multimedia over networks, to fix network problems on time and to avoid network failure, to ensure the network security strength, and to make good decisions for network planning the internet traffic measurement and analysis are important. The process of network traffic measurement involves the measure of the amount and type of traffic on a particular network. This is especially important with regard to effective bandwidth management. One of the major issue in network monitoring is the speed and the performance of the data transfer which in turn ensures the better quality of service since the availability of the networks or online traffic may lead to the poor performance as it may introduce delay in data transfer. To avoid these kind of issues many tools have developed to measure and analyze the online traffic. Good traffic modeling is also a basic requirement for accurate capacity planning. This paper attempts to provide an overview of some of the widely used network traffic models, highlighting the core features of the model and traffic characteristics they capture best, the analysis methods and the techniques used for optimization.

## II - Literature Survey

Classification of Monitoring and Analysis Techniques

There are various traffic monitoring techniques available based on many concepts and they are classified into four types such as Based on Queuing Theory, Based on Forecasting Algorithm, Based on Statistical Method and Monitoring Analysis Techniques[5].


## Classification of Network Monitoring Techniques

Traffic management technologies in the SDN is carried out from the following aspects like traffic load balancing, QoS-guarantee scheduling, energy-saving scheduling, and traffic management for the hybrid IP/SDN. The design of a traffic scheduling algorithm to dynamically plan data forwarding paths to meet users requirements is done using the Veriflow Methodology of energy-saving scheduling, QoS-guarantee scheduling [1].

For Traffic Management and Net Neutrality in Wireless Networks, a set of regulations that limits an ISP's ability to restrict applications by requiring an open interface between network and transport layer has been developed[2].

Router based monitoring techniques have been provided for efficient and time saving system which helps to achieve reduced packet losses, lesser end to end delay and higher throughput. In the designed network there will not be any specific route to the destination node from the source node. Instead it is designed in such a way that the source node will broadcast route request about the data packets to all the nodes whenever it is in a position to send the packets. After receiving the acknowledgement from the responded node the packets will be transmitted in order for ensuring an efficient network traffic monitoring for wireless networks[5].

A history aware traffic engineering model has been developed as a techniques for obtaining traffic matrices featuring routing algorithms has been modeled by Telecommunications Laboratory of the National Technical University of Athens for Internet

Traffic Engineering: History monitoring information[8].

Using Fuzzy Logic Control to Provide Intelligent Traffic Management Service for High-Speed Networks, IntelRate controller, is proposed to manage the Internet congestion in order to assure the quality of service for different service applications. The controller is designed by paying attention to the disadvantages as well as the advantages of the existing congestion control protocols. The effectiveness and superiority of the IntelRate controller, extensive experiments have been conducted in OPNET modeler [9].

A system of DNS-based solutions are proposed for providing flexible and fine-grained traffic offload control, considering UE devices supporting only a single PDN connection and UE devices supporting multiple concurrent PDN connections as an efficient solution for enhancing data traffic management in 3GPP Networks[10].

A new stochastic model characterizing the frame size sequence for MVC VBR sources has been proposed which exploits a Poisson Hidden Markov Model (HMM) representing the random frame sizes of the different MVC encoded views as a function of the random real video scene activity variations. The model was able to accurately characterize a class of MVC streams sharing similar content characteristics with the training data which is modeled for Multiview Video Traffic monitoring [11].
For Tidal Traffic, Multidimensional Markov Analysis has been carried for the understanding and implementation of traffic characteristics based dynamic radio resource management in the heterogeneous wireless networks[12].

Packet sniffer is used as a network monitoring tool[7].

## III Conclusion

As the network keeps growing, the need of network monitoring and analysis tools have been increasing. The role of the administrators does not end with monitoring but if there occurs any fault in the network or failure it should be fixed on time and also responsible for avoiding the network failure because of network overload or outside threat. The network traffic information is used to meet the administrators need. For example, network utilization and network traffic characteristics can detect security vulnerabilities, the type of application that consumes more bandwidth can be used for network planning. In this paper, we categorized network traffic monitoring techniques and some popular free and commercial tools that can be used for the monitoring and analysis of the network.
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